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 Procedures for recording and issuing keys. 
 An alarm system with PIN numbers. 
 A fire detection system. 
 Protocols for vehicle parking. 
 Procedures for lighting after hours. 
 Critical Incident Policy, including lock down and evacuation procedures. 
 Workplace Health and Safety Policy. 
 College Premises and Buildings Compliance Policy. 
 Child Protection Policy. 
 Medical alert system on Sentral. 
 Excursion application form and excursion permission form. 
 College database (Sentral notes). 
 Medication Policy. 
 Locker supervision, before school supervision, station duty. 
 Risk Management Policy. 
 Medical action p
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 If staff disarm the alarm after hours, they must telephone the security company to inform 
them that they are on site and their expected time of departure. 

 Staff must liaise with the Principal and/or delegate to access the College after hours. The 
Business Manager will inform security and maintenance staff if relevant on receipt of 
appropriate paperwork. 

 
Security Patrols and Responding to Alarms 
 
 A back-to-base alarm system is fitted throughout the College. 
 If an alarm is triggered, an audible sound is heard at the College. The security company is 

alerted, a patrol is sent and the College personnel are informed. 
 The security company has a contact list in case of an alarm – College personnel are 

contacted to respond. 
 The security patrol may notify the Police if it is considered appropriate and necessary. 
 A report is sent to the College by the security company as notification of any events or call 

outs. 
 
Maintenance and Repairs 
 
 Refer to the Workplace Health and Safety Policy and the College Premises and Buildings 

Compliance Policy. 
 
External Lighting 
 
 Perimeter lighting is activated by time switches. 
 
Key System 
 
 An Abloy security key system is used throughout the College. 
 Electronic records of key distribution are held by the Business Manager. 
 Various levels of access are available using a range of Abloy keys approved by the 

Administration Coordinator. 
 
Signage 


